
Ethnic Media Services and the Federal Trade Commission
 invite you to a national briefing:

CatPhished --
How to Spot AI and Phishing Scams

This second of three briefings for EMS with the Federal Trade Commission will 
scope out some of the newest ways scammers are using email and text messages to 
try to get you to pay them or steal your passwords, account numbers or Social 
Security numbers -- called "phishing."  Once they get that information, they can get 
access to your email, bank or other accounts -- or sell your information to other 
scammers. Scammers launch millions of phishing attacks like these every day -- and 
they're often successful. Tapping into new and evolving technology, they also use AI 
to catfish people into a family emergency situation by cloning a family member's 
voice.  People think they recognize the cry for help and turn over their money to 
complete strangers. The best defense is to spread the word about phishing so your 
audiences don't get fooled.

WHO:
Benjamin Davidson, Attorney, Division of Marketing Practices, Federal Trade 
Commission

CONTACT: 
Sandy Close -- sclose@ethnicmediaservices.org 
Jessica Martin -- jmartin@ethnicmediaservices.org

WHEN: 
Friday, Sept. 1, 11:00 am - 12:00 pm PT | 1:00 - 2:00 pm CT | 2:00 - 3:00 pm ET

WHERE: 
Register in advance for this 
meeting: CLICK HERE
After registering, a confirmation 
email will be sent containing your 
individual link to join the meeting. 
Simultaneous interpreting  in 
Spanish, Korean, and Mandarin 
provided. When registering you'll 
be asked to choose a language.  
For English simply choose 'none'

WHY:

https://us02web.zoom.us/meeting/register/tZEvf-urrDIvGN0a3vKlUERakLuD6jEgyNcf



